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1	Decision/action requested
Approve this pCR
2	Rationale
This change adds text to section 15 Conclusions
4	Detailed proposal
Add text to section 15 as follows:

15	Conclusions 
Clause 4 shows that there is a long term threat to 5G security due to quantum cryptography that is forecast to occur around 2030.   This threat will be more significant for the asymmetric and key agreement methods used in 5G, but will also impact 5G symmetric methods too.  
Clause 5 details work on quantum safe methods and concludes that there are currently no available quantum safe algorithms approved to replace the asymmetric and key agreement methods, these are expected in about 4 years.
[bookmark: _GoBack]This report recommends that for the current 5G release, all key agreement, privacy, confidentiality, authentication and integrity protection methods should be extensible for new algorithms (that are not currently known) in a bid down protected way. This includes allowing for the security related parts of all messages to be big enough for these new algorithms.
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